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Election News:

A lawsuit in the state of Michigan was dismissed by a judge because it sought to stop
the counting of ballots which had already been counted.

The campaign filed a suit shortly after Election Day seeking to stop the counting
of mail-in votes. However, Michigan Court of Appeals Judge Cynthia Stevens
rejected the suit, ruling that the demands of the campaign can’t be met by Benson

since the process of counting ballots was nearly completed.

Other Trump campaign lawsuits are still pending.

The Trump campaign has filed multiple lawsuits in the state, with the most recent
suit also seeking to block Benson from certifying the results on the grounds that
the state ran an unconstitutional election. The suit also seeks to give campaign

officials the opportunity to review counted ballots in Wayne County.

In addition to lawsuits by the campaign, legislators have called for an audit.


https://www.amazon.com/dp/B08LF3NWLV
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Michigan Lawmakers Request A Full Audit Of The
Election.

Michigan Lawmakers Request Full Audit Of Election Citing Voting Irregularities
Republican Michigan state Senators are calling on Michigan Secretary of State
Jocelyn Benson to do a complete audit before election results are certified.

& dailycaller.com

11:40 AM - Nov 13, 2020 - Twitter Web App

https://dailycaller.com/2020/11/12/michigan-state-senators-full-audit-election/

Andy Biggs explains the current strategy to address voter fraud in Arizona.


https://dailycaller.com/2020/11/12/michigan-state-senators-full-audit-election/

BACHMAN Rep. Andy Biggs | (R) Arizona
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In Georgia, a recount has begun, but some are concerned that fraud will be
overlooked because signatures are not being inspected.

Jm Robert Barnes 000
@Barnes_Law

Did @GaSecofState mislead the world when he said he
was ordering an audit and a re-canvass? A re-canvass
requires review of absentee ballot applications &
absentee ballot signatures, but apparently counties in
Georgia are intending on hiding that from observers?
@realDonaldTrump

8:55 AM - Nov 12, 2020 - Twitter Web App



Ronna McDaniel & @GOPChairwoman - 7h 000
Why have Georgia counties been told to certify results by 5pm tomorrow
(before the recount is finished)?

Why isn’t signature review part of the process?

If the SOS’s stated goal is to “build public confidence,” these issues need to
be addressed.

P
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Georgia GOP implores Secretary of State to revisit audit protocols

Georgia election officials will begin a statewide retallying process of all
votes cast in the 2020 presidential race Friday. The hand count must be ...

& cbsd6.com

| personally believe there are multiple paths to victory:

1) Win the voter count outright.

2) Recount/Audit the vote

3) Litigate to remove fraudulently cast ballots

4) Expose corruption in the Dominion voting system

5) Pressure electors to do the right thing in light of obvious fraud

6) Expose any potential role played by foreign nations like China (NATSEC)



Praying Medic @prayingmedic - 18m 000
B Sidney Powell: I"'m going to release the Kraken."
@ Lou Dobbs & @LouDobbs - 1h

Release the Kraken: @SidneyPowell1 vows to expose the Silicon Valley
and left-wing corporations that are using their power to help Democrats
steal the election from @realDonaldTrump. #MAGA #AmericaFirst
#Dobbs
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It was reported yesterday that Brian Ware, a high ranking official at the Cybersecurity
Infrastructure Agency is reported to have either been fired or resigned.



Bryan Ware, a top official at Cybersecurity and
Infrastructure Security Agency (CISA), will step down at
the end of the week.

Senior DHS cybersecurity official to step down at end of week

Bryan Ware, a top official at the Department of Homeland Security’s (DHS)
Cybersecurity and Infrastructure Security Agency (CISA), will step down at the en...
& thehill.com

https://thehill.com/policy/cybersecurity/525721-senior-dhs-cybersecurity-official-to-step-down-at-
end-of-week#.X62ZeeiZo-4.twitter

Q posted about Brian Ware last night.


https://thehill.com/policy/cybersecurity/525721-senior-dhs-cybersecurity-official-to-step-down-at-end-of-week#.X62ZeeiZo-4.twitter
https://thehill.com/policy/cybersecurity/525721-senior-dhs-cybersecurity-official-to-step-down-at-end-of-week#.X62ZeeiZo-4.twitter
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Shall we play a game?

[N]othing [Clan [S]top [W]hat [l]s [Cloming

NCSWIC

https://www.cisa.gov/safecom/NCSWIC

Who stepped down today [forced]?

https://www.cisa.gov/bryan-s-ware

More coming?

Why is this relevant?

How do you 'show' the public the truth?

How do you 'safeguard’ US elections post-POTUS?

How do you 'remove' foreign interference and corruption and install US-owned voter ID
law(s) and other safeguards?

It had to be this way.

Sometimes you must walk through the darkness before you see the light.
Q

Q’s first link points to this website.
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SAFECOM

ASSURING A SAFER AMERICA THROUGH EFFECTIVE PUBLIC SAFETY COMMUNICATIONS
Home About NCSWIC FPIC Updates Resources

SAFECOM = National Council of Statewide Interoperability Coordinators

National Council of NATIONAL COUNCIL OF STATEWIDE INTEROPERABILITY
Statewide Interoperability | COORDINATORS

Coordinators

About NCSWIC @

Established by the Department of Homeland Security’s (DHS) Cybersecurity and Infrastructure Security Agency
SAFECOM, NCSWIC, and Joint In- N C S W | C (CISA) in July 2010, the National Council of Statewide Interoperability Coordinators (NCSWIC) supports
Person Meetings Statewide Interoperability Coordinators (SWIC) from the 56 states and territories, by developing products and

services to assist them with leveraging their relationships, professional knowledge, and experience with public safety partners involved in

NCSWIC Membership interoperable communications at all levels of government.

NCSWIC Committees CISAis the lead coordination agency for the NCSWIC and recognizes the critical role the SWICs serve in organizing and

executing the interoperability effort in all the states and territories.

NCSWIC Contact Information

The Emergency Communications Advisory White Paper explains the difference between NCSWIC and organizations such
SAFECOM as, SAFECOM, First Responder Network Authority (FirstNet) Public Safety Advisory Committee (PSAC), and National
Public-Safety Telecommunications Council (NPSTC).

About SAFECOM

National Council of Statewide
Interoperability Coordinators ~ Last Updated Date: May 1, 2020

Federal Partnership for
Interoperable Communications Was this document helpful? Yes | Somewhat | No

https://www.cisa.gov/safecom/NCSWIC

Q’s second link points to this website.


https://www.cisa.gov/safecom/NCSWIC
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A Archived Content
In an effort to keep CISA.gov current, the archive contains outdated information that may not reflect current policy or programs.

BRYAN S. WARE

Bryan S. Ware serves as the Assistant Director for Cybersecurity for the Department of Homeland Security’s (DHS) Cybersecurity and
Infrastructure Security Agency (CISA). In this role, Ware leads CISA’s mission of protecting and strengthening the nation’s critical
infrastructure against cyber threats.

Previously, Ware served as the DHS Assistant Secretary for Cyber, Infrastructure, and Resilience Policy. In this role, Ware was
responsible for leading DHS policy developmentin support of department-wide efforts to reduce national risks with a focus on critical
infrastructure cybersecurity, federal network security, countering cyber-crime, and improving the security and resilience of the global
cyber ecosystem, as well as national resilience initiatives that enhance Federal, State and local government and community

preparedness and response capabilities.

Ware is an entrepreneur, founding an artificial intelligence company in 1928 which he led as CEQ through multiple rounds of Venture

Capital investment until it was acquired in 2013 by Haystax. After serving as CTO of Haystax for several years during which he helped the company acquire leading
cloud technology and cybersecurity companies, Ware took over as CEO of Haystax in 2016 until its acquisition in 2018. Ware started his professional career at
leading Defense contractors working on advanced technology programs like the Star Wars program, early UAV payloads, and counterterrorism technologies.

Ware has been issued multiple patents in artificial intelligence and mobile technology. He holds a degree in Applied Optics from Rose-Hulman Institute of

Technology.

https://www.cisa.gov/bryan-s-ware

Yesterday, we looked at a statement attributed to the Department of Homeland
Security.


https://www.cisa.gov/bryan-s-ware

Joint Statement from Elections Infrastructure Government Coordinating Council & the Election Infrastructure Sector
Coordinating Executive Committees

November 12, 2020

“The November 3rd election was the most secure in American history. Right now, across the country, election officials are reviewing and double
checking the entire election process prior to finalizing the result.

“When states have close elections, many will recount ballots. All of the states with close results in the 2020 presidential race have paper records of

each vote, allowing the ability to go back and count each ballot if necessary. This is an added benefit for security and resilience. This process allows
for the identification and correction of any mistakes or errors. There is no evidence that any voting system deleted or lost votes, changed votes, or
was in any way compromised.

“Other security measures like pre-election testing, state certification of voting equipment, and the U.S. Election Assistance Commission’s (EAC)
certification of voting equipment help to build additional confidence in the voting systems used in 2020.

“While we know there are many unfounded claims and opportunities for misinformation about the process of our elections, we can assure you we

have the utmost confidence in the security and integrity of our elections, and you should too. When you have questions, turn to elections officials as
trusted voices as they administer elections.”

The statement is not from the Department of Homeland Security. It was written by
“members of” various agencies, private companies and civic organizations.

November 12, 2020

WASHINGTON - The members of Election Infrastructure Government Coordinating Council (GCC) Executive Committee — Cybersecurity and
Infrastructure Security Agency (CISA) Assistant Director Bob Kolasky, U.S. Election Assistance Commission Chair Benjamin Hovland, National
Association of Secretaries of State (NASS) President Maggie Toulouse Oliver, National Association of State Election Directors (NASED) President
Lori Augino, and Escambia County (Florida) Supervisor of Elections David Stafford — and the members of the Election Infrastructure Sector
Coordinating Council (SCC) — Chair Brian Hancock (Unisyn Voting Solutions), Vice Chair Sam Derheimer (Hart InterCivic), Chris Wlaschin
(Election Systems & Software), Ericka Haas (Electronic Registration Information Center), and Maria Bianchi (Democracy Works) - released the
following statement:

“The November 3rd election was the most secure in American history. Right now, across the country, election officials are reviewing and double
checking the entire election process prior to finalizing the result.

“When states have close elections, many will recount ballots. All of the states with close results in the 2020 presidential race have paper records of
each vote, allowing the ability to go back and count each ballot if necessary. This is an added benefit for security and resilience. This process allows
for the identification and correction of any mistakes or errors. There is no evidence that any voting system deleted or lost votes, changed votes, or
was in any way compromised.

“Other security measures like pre-election testing, state certification of voting equipment, and the U.S. Election Assistance Commission’s (EAC)

Yesterday, it was reported that Chris Krebs expected to be fired.




U.S. NEWS NOVEMBER 12, 2020 / 12:22 PM / UPDATED AN HOUR AGO

Exclusive: Top official on U.S. election
cybersecurity tells associates he expects to be
fired

By Christopher Bing, Joseph Menn, Raphael Satter 4 MIN READ f v

WASHINGTON/SAN FRANCISCO (Reuters) - Top U.S. cybersecurity official
Christopher Krebs, who worked on protecting the election from hackers but drew the
ire of the Trump White House over efforts to debunk disinformation, has told

associates he expects to be fired, three sources familiar with the matter told Reuters.

https://uk.reuters.com/article/us-usa-cyber-officials-exclusive/exclusive-top-official-on-u-s-election-
cybersecurity-tells-associates-he-expects-to-be-fired-idUSKBN27S2Y]

Today, we learned this from the New York Post:


https://uk.reuters.com/article/us-usa-cyber-officials-exclusive/exclusive-top-official-on-u-s-election-cybersecurity-tells-associates-he-expects-to-be-fired-idUSKBN27S2YI
https://uk.reuters.com/article/us-usa-cyber-officials-exclusive/exclusive-top-official-on-u-s-election-cybersecurity-tells-associates-he-expects-to-be-fired-idUSKBN27S2YI

(@ Praying Medic 000
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Chris Krebs, the CISA employee who's pushing back on
voter fraud, is rumored to be protected by DHS Sec
Chad Wolf.

DHS boss Chad Wolf defies Trump order to fire cyber chief Chris Krebs
Department of Homeland Security acting Secretary Chad Wolf is defying President
Trump’s order to terminate election cybersecurity official Christopher Krebs, ...

& nypost.com

2:09 PM - Nov 13, 2020 - Twitter Web App

https://nypost.com/2020/11/13/dhs-boss-chad-wolf-defies-trump-order-to-fire-cyber-chief-chris-
krebs/

From the New York Post article:


https://nypost.com/2020/11/13/dhs-boss-chad-wolf-defies-trump-order-to-fire-cyber-chief-chris-krebs/
https://nypost.com/2020/11/13/dhs-boss-chad-wolf-defies-trump-order-to-fire-cyber-chief-chris-krebs/

Department of Homeland Security acting Secretary Chad Wolf is
defying President Trump’s order to terminate election cybersecurity
official Christopher Krebs, multiple sources tell The Post.

The White House on Wednesday evening instructed Wolf to fire
Krebs after Krebs openly dismissed claims of voter fraud in the Nov.
3 election.

“He gave us a bunch of reasons why he didn’t want to do it and he
said no,” a senior White House official told The Post about Wolf's
refusal.

“If anything, Chad is carrying Krebs’ water,” the source added.

Krebs, a former Microsoft executive, has since 2017 led DHS’s
Cybersecurity and Infrastructure Security Agency (CISA) and
recently launched a “Rumor Control” website to debunk claims of
voter fraud. A CISA panel declared Thursday that the “November 3rd
election was the most secure in American history,” rejecting Trump’s
claims of widespread fraud.

A different administration official said “the president wants to fire
him” and “Chad Wolf is refusing.”

The New York Post article confirms that this official-looking website http://CISA.gov
was launched by Krebs to tamp down rumors about voter fraud.

https://cisa.gov/rumorcontrol



http://cisa.gov/
https://cisa.gov/rumorcontrol
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@ cisa.gov/rumorcontrol

An official website of the United States government ~ Here'sh
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National Risk Management > Election Security ~ Rumor Control

Election Security #PROTECT2020 RUMORVS. REALITY

#Protect2020

Mis- and Disinformation can undermine public confidence in the electoral process, as well as in our democracy.
CFl Task Force

A message from the CISA Director.
Crossfeed

~»
Election Risk Profile Tool

Election Security Library

Resilience Series Graphic Novels

Rumor Control

This video is also available directly on YouTube= .

This webpage is for people with questions about the security of their vote and preemptively debunks potential areas for

disinformation. You can learn more about mis- and disinformation from CISA’s Countering Foreign Influence Task Force.

Click an iran halow tna on direcths tn that cactinn



This is the same website where the so-called DHS
statement on voter fraud was posted yesterday.

LARP confirmed.

cisa.gov/news/2020/11/1...
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JOINT STATEMENT FROM ELECTIONS INFRASTRUCTURE GOVERNMENT
COORDINATING COUNCIL & THE ELECTION INFRASTRUCTURE SECTOR
COORDINATING EXECUTIVE COMMITTEES

Original release date: November 12, 2020

WASHINGTON - The members of Election Infrastructure Government Coordinating Council (GCC) Executive Committee - Cybersecurity and Infrastructure Security
Agency (CISA) Assistant Director Bob Kolasky, U.S. Election Assistance Commission Chair Benjamin Hovland, National Association of Secretaries of State (NASS)
President Maggie Toulouse Oliver, National Association of State Election Directors (NASED) President Lori Augino, and Escambia County (Florida) Supervisor of
Elections David Stafford - and the members of the Election Infrastructure Sector Coordinating Council (SCC) - Chair Brian Hancock (Unisyn Yoting Solutions), Vice
Chair Sam Derheimer (Hart InterCivic), Chris Wlaschin (Election Systems & Software), Ericka Haas (Electronic Registration Information Center), and Maria Bianchi
(Democracy Works) - released the following statement:

“The November 3rd election was the most secure in American history. Right now, across the country, election officials are reviewing and double checking the
entire election process prior to finalizing the result.

“When states have close elections, many will recount ballots. All of the states with close results in the 2020 presidential race have paper records of each vote,
allowing the ability to go back and count each ballot if necessary. This is an added benefit for security and resilience. This process allows for the identification and
correction of any mistakes or errors. There is no evidence that any voting system deleted or lost votes, changed votes, or was in any way compromised.

“Other security measures like pre-election testing, state certification of voting equipment, and the U.S. Election Assistance Commission’s (EAC) certification of
voting equipment help to build additional confidence in the voting systems used in 2020.

“While we know there are many unfounded claims and opportunities for misinformation about the process of our elections, we can assure you we have the
utmost confidence in the security and integrity of our elections, and you should too. When you have questions, turn to elections officials as trusted voices as they
administer elections.”

2:09 PM - Nov 13, 2020 - Twitter Web App

Hours before President Trump's legal team held a presser on November 5%, the
mainstream called Wisconsin and Michigan for Joe Biden and projected him as the
winner.



CBS News projects Joe Biden is the winner in Wisconsin and Michigan, capturing 26
electoral votes and inching closer to the 270 he needs to capture the White House and
deny President Trump a second term.

Biden's victory in two states that were key parts of Mr. Trump's coalition in 2016
significantly limits the president's pathways to reelection, with just four states still
considered toss-ups in CBS News' estimates. Biden currently holds a lead of 20,510 votes in
Wisconsin with nearly all votes counted, and a lead of roughly 61,000 votes in Michigan.

Even before news organizations began projecting Biden to win Wisconsin Wednesday

afternoon, Bill Stepien, the president's campaign manager, said the campaign would
"immediately" seek a recount, which is permitted in Wisconsin when the margin of victory
is less than 1 percentage point. Biden's lead in the state stands at about 0.6 percentage
points.

Presidential Election

Updated: M Ago  Exit Poll +

Joe Biden (D) @ Donald Trump (R)
Electoral College Electoral College

300 Y

Votes Votes
50.8% 78,048,724 72701812 474%

270 to Win

https://www.cbsnews.com/live-updates/2020-election-biden-wisconsin-michigan/

Today, just minutes after the President announced he would hold a covid taskforce
presser at 4 pm, the mainstream media called the remaining states and named Joe
Biden the official winner.


https://www.cbsnews.com/live-updates/2020-election-biden-wisconsin-michigan/

POLITICO & o0
@politico

Every state has now been called. Joe Biden officially
won Georgia, while Trump took North Carolina.

The final electoral vote count: Biden 306, Trump 232.
politico.com/presidency

BIDEN WINS GEORGIA v

The state just flipped blue after
nearly 25 years of voting red

POLITICO

12:35 PM - Nov 13, 2020 - Twitter Web App

What should be obvious by the timing of these calls is that the media want to be able
to demand that President Trump concede the election. Their demands are purely an
attempt to control the public narrative.

Predictably, after the President concluded his covid presser this afternoon, the media
shouted questions and demanded that he concede the election. The Trump turned
and walked away.



The Hill @ peg
@thehill

MOMENTS AGO: President Trump leaves
presser ignoring reporters yelling: "When will you admit
you lost the election, sir?"

0:33 | 72.5K views

3:01 PM - Nov 13, 2020 - Twitter Media Studio

In the last few days, New Mexico, New York, Oregon, Virginia and the city of Chicago
have all announced restrictions on business and non-essential services, ostensibly due
to increasing covid cases. Some states are mandating masks. Some are recommending
or mandating limits on private gatherings.
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POTUS confirms No nationwide lockdown under his
administration.

(He has said previously he will not force anyone to take
a vaccination.)

$ NOVEMBER 13, 2020 , c POL|T|CO

0:19 | 2.5K views

3:42 PM - Nov 13, 2020 - Twitter Web App

We’'ll close this episode with two posts from Q.
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Nothing can stop what is coming.
Nothing!







